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Abstract:  This paper proposes that for encrypted payload over UDP, AF needs to provide PDU marking attributes in the UDP-Option as way forward.
1. Introduction/Discussion
This paper provides our view of the PDU marking for 5GS, looking from application level’s perspective and proposes to capture the agreement in conclusion.
2. Discussion
This paper discusses various options for PDU set marking from XMR TR23.700-60. For 5GS to meet most use cases, we proposed that both UPF detection option and AF provided marking option are needed at the normative phase.
The following figure shows various proposals for PDU set marking.
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Fig 1. PDU markings – where …🤔
[bookmark: _Toc519004414]For the scenario where the data/media is transmitted over QUIC/TLS, PDU marking determination solely based on UPF detection is not feasible. Therefore, we proposed that AF can insert the meta data using UDP-option to account for the media traffics carried over QUIC. Other options (e.g, RTP extension header) can’t help here when QUIC is used.
For the extension to be used in UDP-option, we propose that to be done by 3GPP as these PDU marking attributes are currently used only by 3GPP system.
For the related control plane aspect, it is already documented that the application needs to signal to 5GS on traffic detection filter for PDU markings so nothing more is highlighted here.
It is proposed to capture the following agreement to TR 23.700-60
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For normative phase, it is agreed to specify the following for PDU marking:
· UPF performs PDU set marking based on inspection of RTP/SRPT header if the traffic is not encrypted. The following from solution #52 is used as basis for normative work:
	· 2.	UPF identifies the above information (listed in bullet #1) based on the following mechanism(s):
	Option 1: by matching RTP/SRTP header and payload (RFC 3550/6184/draft-ietf-avtext-framemarking).



· If traffic is encrypted (e.g,, using QUIC/TLS), AF provides PDU set marking attributes in the new meta-data on the media payload in a new UDP option [45] using solution #7 as the basis for normative phase. SA4 is suggested to define the meta-data extension being carried in UDP option.
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- IETF RFC 6994 “Shared Use of

Experimental TCP Options”, August 2013.
“Transport Options for UDP", IETF

draft-ietf-tsvwg-udp-options-18, March 2022.

If RTP extension header is encrypted
(inside payload):

use IP header with the following :

- 1Pv6 flow label values corresponding
to application preference for importance
of the PDU.

- DSCP corresponding to application
preference for importance of the PDU.
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